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# Študijný program „Protect enterprise information with Microsoft 365“

Ochrana a zabezpečenie súborov vo svete moderných technológii sa stáva čoraz náročnejším. Študijný program „Protect enterprise information with Microsoft 365“ na platforme Microsoft Learn je určený pre správcov Microsoft 365. Tento program je prístupný pre každého, začiatočníka či pokročilého. Absolvovanie tohto kurzu pripraví správcu na certifikácie „Microsoft 365 Certified: Security Administrator Associate“ a „Microsoft 365 Certified: Enterprise Administration Expert“. Na konci každého modulu čaká správcu krátky kvíz.

## Information protection overview

V prvom module sa správca dozvie o etapách životného cyklu súborov, pri ktorých je možné zaviesť a nastaviť zabezpečenie súborov. Taktiež mu budú odprezentované nástroje v rámci Microsoft 365, ktoré takéto možnosti ponúkajú.

## Information protection and the growing digital estate

V druhom module už správca dostáva informácie o rôznych prostrediach, z ktorých môžu používatelia pristupovať k firemným dátam. K hlavným prostrediam patrí prístup z pracovnej infraštruktúry, z mobilných zariadení spravovaných organizáciou a neregulovaného prostredia. Zaradenie dát je dôležitým faktorom pri práci s údajmi. Výplatné pásky zamestnancov môžu mať oveľa prísnejší stupeň utajenia ako napríklad firemné šablóny dokumentov.

## Protect your data with sensitivity labels

Tretí modul prevedie správcu významom stupňov ochrany citlivosti dát. Tieto môže správca vytvoriť a prispôsobiť podľa pravidiel v svojej organizácii.

## Prevent data loss

V tomto module je správcovi predstavený koncept DLP - data loss protection (ochrana proti úniku dát). Nasadením tejto funkcie v Microsoft 365 môže správca určiť, ktoré citlivé údaje môžu byt posielané e-mailom, nahraté, stiahnuté a zdieľané v cloude. S pomocou data loss prevention pravidlami je taktiež možné určiť a zamedziť prístup k citlivým údajom.

## Monitor and analyse sensitive data

Popri úspešne nastavených pravidlách bezpečnosti je vhodné tieto nastavenia vedieť aj monitorovať. Správca Microsoft 365 má k dispozícii hneď niekoľko možností ako spravovať jednotlivé analytické údaje. Microsoft 365 obsahuje nástroje ako Microsoft 365 Defender portál, Azure Information Protection analýzy, Microsoft 365 compliance center, ktoré ponúkajú správcom veľa užitočných riešení pri správe dát organizácie.